
CYBERSECURITY FOR CRITICAL INFRASTRUCTURE WORKSHOP 

Date: Monday, June 10, 2024  

9:00 am - 4:00 pm 

Logistics 

Location 

FedEx Institute of Technology 
Fishbowl rooms 203/205 
365 Innovation Drive 
Memphis, TN 38152 

Parking Parking is available in the parking garage located off of Innovation 
Drive. A parking pass will be provided for you to exit the garage. 

Itinerary 
09:00 - 09:30 AM Welcome by Dr. Dipankar Dasgupta and Dr. Myounggyu Won 

09:30 - 10:00 AM 
Dr. Jacqueline Clare Mallett (Reykjavik University, Iceland), In the 
Aftermath of a Ransomware Attack 

10:00 - 10:30 AM 
Matt White (Baker Donelson), Current Cyber Threats Facing Critical 
Infrastructure (with Real World Examples) 

10:30 - 11:00 AM 
Dr. Guillermo Francia (University of West Florida),  Open Platform 
Infrastructure for Industrial Control System Security 

11:00 - 11:30 AM 
Bryan McCloskey (FBI), FBI’s Mission in the Cyberspace, Tools and 
Resources 

11:30 - 12:00 PM 
Matthew Collins (Citadel), Assessing and Ranking Vulnerabilities in 
Industrial Control Systems 

12:00 - 01:00 PM Lunch Break 

01:00 - 01:30 PM 
Dr. Richard Maiti (Kentucky State University), Privacy and Security 
Matters Related To Use Of Mobile Devices and Social Media  

01:30 - 02:00 PM 

Panel Discussion (Dr. Dipankar Dasgupta, Dr. Hasan Ali, Mr. 
Bryan McCloskey, Moderator: Dr. Myounggyu Won), Challenges 
and Solutions for Cybersecurity for Grid Systems and AI 

02:00 - 02:30 PM 
Hans Siegfried Amelang (University of Memphis), Cybersecurity 
Threats and Solutions for Satellite Communication 

02:30 - 03:00 PM 
Stoddard A Katherine (Arkansas State University - Mid South), Smart 
Home and Smart Grid: Threats and Countermeasures 

03:00 - 03:30 PM Raffle Drawing 
03:30 - 04:00 PM Closing Remarks (Dr. Dipankar Dasgupta) 


